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Office or OGE means the U.S. Office 
of Government Ethics; 

System manager means the Office or 
other agency official who has the au-
thority to decide Privacy Act matters 
relative to a system of records; 

System of records means a group of 
any records containing personal infor-
mation controlled and managed by 
OGE from which information is re-
trieved by the name of an individual or 
by some personal identifier assigned to 
that individual; 

Working day as used in calculating 
the date when a response is due means 
calendar days, excepting Saturdays, 
Sundays, and legal public holidays.

§ 2606.103 Systems of records. 

(a) Governmentwide systems of records. 
The Office of Government Ethics main-
tains two executive branch Govern-
mentwide systems of records: the OGE/
GOVT–1 system of records, comprised 
of Executive Branch Personnel Public 
Financial Disclosure Reports and Other 
Name-Retrieved Ethics Program 
Records; and the OGE/GOVT–2 system 
of records, comprised of Executive 
Branch Confidential Financial Disclo-
sure Reports. These Governmentwide 
systems of records are maintained by 
OGE, and through Office delegations of 
authority, by Federal executive branch 
departments and agencies with regard 
to their own employees, applicants for 
employment, individuals nominated to 
a position requiring Senate confirma-
tion, candidates for a position, and 
former employees. 

(b) OGE Internal systems of records. 
The Office of Government Ethics inter-
nal systems of records are under OGE’s 
physical custody and control and are 
established and maintained by the Of-
fice on current and former OGE em-
ployees regarding matters relating to 
the internal management of the Office. 
These systems of records consist of the 
OGE/INTERNAL–1 system, comprised 
of Pay, Leave and Travel Records; the 
OGE/INTERNAL–2 system, comprised 
of Telephone Call Detail Records; the 
OGE/INTERNAL–3 system, comprised 
of Grievance Records; the OGE/INTER-
NAL–4 system, comprised of Computer 
Systems Activity and Access Records; 
and the OGE/INTERNAL–5 system, 

comprised of Employee Locator and 
Emergency Notification Records.

§ 2606.104 OGE and agency respon-
sibilities. 

(a) The procedures in this part apply 
to: 

(1) All initial Privacy Act access and 
amendment requests regarding records 
contained in an OGE system of records. 

(2) Administrative appeals from an 
Office or agency denial of an initial re-
quest for access to, or to amend, 
records contained in an OGE system of 
records. 

(b) For records contained in an OGE 
Governmentwide system of records, 
each agency is responsible (unless spe-
cifically excepted by the Office) for re-
sponding to initial requests for access 
or amendment of records in its custody 
and administrative appeals of denials 
thereof. 

(c) For records and material of an-
other agency that are in the custody of 
OGE, but not under its control or own-
ership, OGE may refer a request for the 
records to that other agency, consult 
with the other agency prior to respond-
ing, or notify the requester that the 
other agency is the proper agency to 
contact.

§ 2606.105 Rules for individuals seek-
ing to ascertain if they are the sub-
ject of a record. 

An individual seeking to ascertain if 
any OGE system of records contains a 
record pertaining to him must follow 
the access procedures set forth at 
§ 2606.201(a) and (b).

§ 2606.106 OGE employee Privacy Act 
rules of conduct and responsibil-
ities. 

Each OGE employee involved in the 
design, development, operation, or 
maintenance of any system of records, 
or in maintaining any record covered 
by the Privacy Act, shall comply with 
the pertinent provisions of the Act re-
lating to the treatment of such infor-
mation. Particular attention is di-
rected to the following provisions of 
the Privacy Act: 

(a) 5 U.S.C. 552a(e)(7). The require-
ment to maintain in a system of 
records no record describing how any 
individual exercises rights guaranteed 
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by the First Amendment of the Con-
stitution of the United States unless 
expressly authorized by statute or by 
the individual about whom the record 
is maintained or unless pertinent to 
and within the scope of an authorized 
law enforcement activity. 

(b) 5 U.S.C. 552a(b). The requirement 
that no agency shall disclose any 
record which is contained in a system 
of records by any means of communica-
tion to any person or to another agen-
cy, except pursuant to a written re-
quest by, or with the prior written con-
sent of, the individual to whom the 
record pertains, except under certain 
limited conditions specified in sub-
sections (b)(1) through (b)(12) of the 
Privacy Act. 

(c) 5 U.S.C. 552a(e)(1). The require-
ment for an agency to maintain in its 
systems of records only such informa-
tion about an individual as is relevant 
and necessary to accomplish a purpose 
of the agency required to be accom-
plished by statute or by Executive 
order. 

(d) 5 U.S.C. 552a(e)(2). The require-
ment to collect information to the 
greatest extent practicable directly 
from the subject individual when the 
information may result in adverse de-
terminations about an individual’s 
rights, benefits, and privileges under 
Federal programs. 

(e) 5 U.S.C. 552a(e)(3). The require-
ment to inform each individual asked 
to supply information to be maintained 
in a system of records the authority 
which authorizes the solicitation of the 
information and whether disclosure of 
such information is mandatory or vol-
untary; the principal purpose or pur-
poses for which the information is in-
tended to be used; the routine uses 
which may be made of the information; 
and the effects on the individual, if 
any, of not providing all or any part of 
the requested information. 

(f) 5 U.S.C. 552a(b) and (e)(10). The re-
quirement to comply with established 
safeguards and procedures to ensure 
the security and confidentiality of 
records and to protect personal data 
from any anticipated threats or haz-
ards to their security or integrity 
which could result in substantial harm, 
embarrassment, inconvenience, or un-
fairness to an individual on whom in-

formation is maintained in a system of 
records. 

(g) 5 U.S.C. 552a(c)(1), (c)(2) and (c)(3). 
The requirement to maintain an ac-
counting of specified disclosures of per-
sonal information from systems of 
records in accordance with established 
Office procedures. 

(h) 5 U.S.C. 552a(e)(5) and (e)(6). The 
requirements to maintain all records in 
a system of records which are used by 
the agency in making any determina-
tion about an individual with such ac-
curacy, relevance, timeliness, and com-
pleteness as is reasonably necessary to 
assure fairness to the individual in the 
determination; and to make reasonable 
efforts to assure that such records are 
accurate, complete, timely, and rel-
evant for agency purposes, prior to dis-
seminating any record about an indi-
vidual to any person other than an 
agency (unless the dissemination is re-
quired by the Freedom of Information 
Act, 5 U.S.C. 552). 

(i) 5 U.S.C. 552a(d)(1), (d)(2) and (d)(3). 
The requirement to permit individuals 
to have access to records pertaining to 
themselves in accordance with estab-
lished Office procedures and to have an 
opportunity to request that such 
records be amended. 

(j) 5 U.S.C. 552a(c)(4) and (d)(4). The 
requirement to inform any person or 
other agency about any correction or 
notation of dispute made by the agency 
in accordance with subsection (d) of 
the Act of any record that has been dis-
closed to the person or agency if an ac-
counting of the disclosure was made; 
and, in any disclosure of information 
about which an individual has filed a 
statement of disagreement, to note 
clearly any portion of the record which 
is disputed and to provide copies of the 
statement (and if the agency deems it 
appropriate, copies of a concise state-
ment of the reasons of the agency for 
not making the amendments re-
quested) to persons or other agencies 
to whom the disputed record has been 
disclosed. 

(k) 5 U.S.C. 552a(n). The requirement 
for an agency not to sell or rent an in-
dividual’s name or address, unless such 
action is specifically authorized by 
law. 

(l) 5 U.S.C. 552a(i). The criminal pen-
alties to which an employee may be 
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subject for failing to comply with cer-
tain provisions of the Privacy Act.

Subpart B—Access to Records 
and Accounting of Disclosures

§ 2606.201 Requests for access. 
(a) Records in an OGE Governmentwide 

system of records. An individual request-
ing access to records pertaining to him 
in an OGE Governmentwide system of 
records should submit a written re-
quest, which includes the words ‘‘Pri-
vacy Act Request’’ on both the enve-
lope and at the top of the request let-
ter, to the appropriate system manager 
as follows: 

(1) Records filed directly with OGE by 
non-OGE employees: The Deputy Direc-
tor, Office of Agency Programs, Office 
of Government Ethics, Suite 500, 1201 
New York Avenue, NW., Washington, 
DC 20005–3917; 

(2) Records filed with a Designated 
Agency Ethics Official (DAEO) or the 
head of a department or agency: The 
DAEO at the department or agency 
concerned; or 

(3) Records filed with the Federal Elec-
tion Commission by candidates for Presi-
dent or Vice President: The General 
Counsel, Office of General Counsel, 
Federal Election Commission, 999 E 
Street, NW., Washington, DC 20463. 

(b) Records in an OGE Internal System 
of Records. An individual requesting ac-
cess to records pertaining to him in an 
OGE internal system of records should 
submit a written request, which in-
cludes the words ‘‘Privacy Act Re-
quest’’ on both the envelope and at the 
top of the request letter, to the Deputy 
Director, Office of Administration and 
Information Management, Office of 
Government Ethics, Suite 500, 1201 New 
York Avenue, NW., Washington, DC 
20005–3917. 

(c) Content of request. (1) A request 
should contain a specific reference to 
the OGE system of records from which 
access to the records is sought. Notices 
of OGE systems of records subject to 
the Privacy Act are published in the 
FEDERAL REGISTER, and copies of the 
notices are available on OGE’s Web site 
at http://www.usoge.gov, or upon request 
from OGE’s Office of General Counsel 
and Legal Policy. A biennial compila-
tion of such notices also is made avail-

able online and published by the Office 
of Federal Register at the GPO Access 
Web site (http://www.access.gpo.gov/
suldocs/aces/PrivacyAct.shtml) in ac-
cordance with 5 U.S.C. 552a(f) of the 
Act. 

(2) If the written inquiry does not 
refer to a specific system of records, it 
should include other information that 
will assist in the identification of the 
records for which access is being re-
quested. Such information may in-
clude, for example, the individual’s full 
name (including her maiden name, if 
pertinent), dates of employment, social 
security number (if any records in the 
system include this identifier), current 
or last place and date of Federal em-
ployment. If the request for access fol-
lows a prior request to determine if an 
individual is the subject of a record, 
the same identifying information need 
not be included in the request for ac-
cess if a reference is made to that prior 
correspondence, or a copy of the re-
sponse to that request is attached. 

(3) The request should state whether 
the requester wants a copy of the 
record, or wants to examine the record 
in person.

§ 2606.202 OGE or other agency action 
on requests. 

A response to a request for access 
should include the following: 

(a) A statement that there is a record 
or records as requested or a statement 
that there is not a record in the system 
of records; 

(b) The method of access (if a copy of 
all the records requested is not pro-
vided with the response); 

(c) The amount of any fees to be 
charged for copies of records under 
§ 2606.206 of this part or other agencies’ 
Privacy Act regulations as referenced 
in that section; 

(d) The name, title, and telephone 
number of the official having oper-
ational control over the record; and 

(e) If the request is denied in whole 
or in part, or no record is found in the 
system, a statement of the reasons for 
the denial, or a statement that no 
record has been found, and notice of 
the procedures for appealing the denial 
or no record finding.

VerDate jul<14>2003 06:23 Feb 28, 2004 Jkt 203009 PO 00000 Frm 00469 Fmt 8010 Sfmt 8010 Y:\SGML\203009T.XXX 203009T


